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Mount Kelly’s Safeguarding Bulletin aims to provide parents and carers with the information needed to 
have  informed and age-appropriate conversations with their children about potential risks and issues in 
the wider world and online. This week’s bulletin provides information about this year’s Safer Internet Day 
theme: ‘Too good to be true? Protecting yourself from scams online’.  
 

Safer Internet Day is the UK’s biggest celebration of online safety. Each year the initiative covers a different 
online issue or theme that speaks about the things young people are seeing and experiencing online. Created 
in consultation with young people across the UK, this year Safer Internet Day has focused on the issue of 
scams online and for young people, how to protect themselves and others, as well as what support is      
available to them. Follow this link for top tips for each age group.  
 

Scams and Fake News 

 

While misinformation and ‘fake news’ are well-known concerns online, it's also the case that scammers and 
other cyber-criminals can try to utilise this phony material to manipulate, frighten or otherwise persuade 
their victims into cooperating. 

With constantly evolving scams and such a high volume of misinformation online, it's vital that parents and 
educators know how to safeguard the children in their care against these kinds of tactics. The first of this 
week’s guides breaks down the most prominent ways in which scammers attempt to use ‘fake news’ to their 
advantage, as well as how to protect youngsters from being manipulated by such techniques. 
 

Social Media Scams 

 

On any social media platform, you’ll often 
come across links to genuine-looking websites. 
They might publicise an exclusive offer for one 
of your favourite shops or invite you to       
complete a quiz in return for a particular      
reward. In some cases, however, clicking on 
these links takes you to a fake website where 
you're asked to provide your personal details. 
In these instances, the whole enterprise is a 
ploy to capture sensitive information, such as 
your email address and password, which the 
scammers then exploit at your expense. 

In the second guide, you'll find tips on helping young people to avoid potential risks such as phishing scams, 
untrustworthy URLs and 'payment first' scams. 
 

http://saferinternet.org.uk/safer-internet-day-2025-top-tips





